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Backups that are running: what they are saving, where they are located, and how to restore them.

All backups are located on the Synology NAS, under IT Backups.

We back up all the WordPress files and uploads (this is a fairly large folder, just over 150GB, as it
contains all of our audio files) so if we need to migrate to another WordPress host, we can easily
restore the data.

The script /home/itadmin/ on the Linux server is responsible for this backup and is ran via crontab
every night. It:

clones the WordPress files from Krystal via FTP to /data/backups/www.amaravati.org on
the Linux server
copies /data/backups/www.amaravati.org to the Synology NAS under /IT
Backups/www.amaravati.org 

So we have technically two backups at all time

See also: Linux server

The Time Machine backups are located on the NAS in /Backup macOS/. When reinstalling a Mac,
one can use ABMPitaka as a Time Machine source to restore the backup (hopefully!)

ABM1-299-Anando.sparsebundle (Ajahn Anando's ridiculously old iMac)

Backups

Web services

amaravati.org (WordPress)

Monastery computers
MacOS

Some very old macOS backups, listed below, were removed from the NAS and uploaded to
the "ABM IT" Shared drive, under /Backups/macOS



Read this for rsync config without password prompt

Extra: Synology NAS config

https://community.synology.com/enu/forum/17/post/56279
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The printer's settings can be updated via a Web interface located at http://192.168.60.15 (see
1Password, under "Printer Copier Sharp MX-2614N")

In July 2024, 2 Step Verification was enabled on the scanner@amaravati.org account, with the IT
Phone being set up as the recovery number, and Google Authenticator (also installed on the IT
Smartphone) chosen as the main access method.

The reason for this is that in late 2023, Google announced that they would deprecate the "Less
Secure Apps Option" in September 2024. This option had to be enabled to allow direct logins via
the SMTP protocol, so we had no choice but take action.

The most convenient (and probably only) alternative was to enable 2-Step Verification and create
an App Password, which is pretty much equivalent to a regular password. App Passwords enable
direct SMTP login, so the SHARP Send To Email feature for scans was able to function as before.
The App Password, dedicated to the SMTP login - the password to the Google Account itself wasn't
changed - can be found in 1Password under Sharp SMTP (email).

- Adicco Bhikkhu

Printer configuration

SMTP Settings

http://192.168.60.15
mailto:scanner@amaravati.org
https://start.1password.com/open/i?a=NW7YNXZB5FDSDKYHKR3ZIASHMM&v=wetm4265aptxg3q24jzumefuvq&i=23dxmibzcvaazezjjvkkqym5bi&h=amaravati.1password.com


IP: 192.168.60.125 
Model: Brother HL-L2375DW
Drivers from HL-L360D works as well

Model: KYOCERA ECOSYS M5526cdw

Printer IP + Driver
Mudita Office

Mudita Office Extension
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